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SPECYFIKACJA WARUNKÓW ZAMÓWIENIA 

(SWZ) 

dla dostaw o wartości szacunkowej zamówienia niższej od progów unijnych określonych 

na podstawie art. 3 ustawy PZP  

I. NAZWA I ADRES ZAMAWIAJĄCEGO  

GMINA MIASTKÓW KOŚCIELNY 

adres do korespondencji:  Miastków Kościelny 

ul. Rynek 6 

08-420 Miastków Kościelny 

        NIP/REGON   826-20-37-296 

tel./fax.    (025) 751-12-86 lub 55, fax. (025) 751-12-86 

e-mail:     gmina@miastkowkoscielny.pl. 

adres strony internetowej:           www.miastkowkoscielny.pl  

II. ADRES STRONY INTERNETOWEJ, NA KTÓREJ UDOSTĘP-

NIANE BĘDĄ ZMIANY I WYJAŚNIENIA TREŚCI SWZ ORAZ 

INNE DOKUMENTY ZAMÓWIENIA BEZPOŚREDNIO ZWIĄ-

ZANE Z POSTĘPOWANIEM O UDZIELENIE ZAMÓWIENIA 

Zmiany i wyjaśnienia treści SWZ oraz inne dokumenty zamówienia bezpośrednio związane  
z postępowaniem o udzielenie zamówienia będą udostępniane na stronie internetowej: 
https://miastkowkoscielny.ezamawiajacy.pl/servlet/HomeServlet 
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III. TRYB UDZIELENIA ZAMÓWIENIA 

Zamawiający udziela zamówienia w trybie podstawowym bez możliwości przeprowadzenia 

negocjacji, na podstawie art. 275 pkt. 1 ustawy PZP. 

IV. OPIS PRZEDMIOTU ZAMÓWIENIA 

1. Nazwa zadania nadana przez Zamawiającego:  

Dostawa urządzeń i oprogramowania zwiększających odporność na cyber-

ataki wraz z wdrożeniem w ramach realizacji projektu „Cyberbezpieczna 

Gmina Miastków Kościelny”  

Numer referencyjny: I.271.5.2025 

Wykonawcy we wszystkich kontaktach z zamawiającym powinni powoływać się na 

wskazany wyżej numer referencyjny 

2. Nazwy i kody określone we Wspólnym Słowniku Zamówień (kody CPV): 

48820000-2  Serwery 

31682520-1 Awaryjne urządzenia wyłączeniowe 

35120000-1 Systemy i urządzenia nadzoru i bezpieczeństwa 

48821000-9 Serwery sieciowe 

51610000-1 Usługi instalowania urządzeń komputerowych i przetwarzania informacji 

48620000-0  Systemy operacyjne 

48761000-0  Pakiety oprogramowania antywirusowego 
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30233000-1  Urządzenia do przechowywania i odczytu danych 

48900000-7 Różne pakiety oprogramowania i systemy komputerowe 

3. Szczegółowy opis przedmiotu zamówienia: 

Dostawa sprzętu informatycznego oraz oprogramowania: 

1) Dostosowanie usług katalogowych dla użytkowników wraz z wdrożeniem Cen-
tralnego Systemu Bezpieczeństwa (CSB) – 1 usługa w ilości maks. 100 godzin 

2) Specjalistyczne wsparcie IT w zakresie cyberbezpieczeństwa w wymiarze 8h sta-
cjonarnie, 30h online miesięcznie - łącznie usługa wsparcia nie będzie trwać dłu-
żej jak do 30.06.2026 r. - 1 szt. 

3) Centralny System Bezpieczeństwa - Oprogramowanie klasy SIEM z elementami 
XDR Extended Detection and Response, EDR Endpoint Detection and Response, 
oraz monitoringiem infrastruktury IT – 1 szt. 

4) Oprogramowanie antywirusowe – 30 szt. 
5) Serwer – 1 szt. 
6) System operacyjny do serwera – 1 szt 
7) Macierz – 1 szt. 
8) Dyski twarde do macierzy dyskowej – 3 szt.  
9) UPS – 1 szt. 
10) UPS-do komputera – 32 szt. 

Szczegółowy opis przedmiotu zamówienia określony został w załączniku nr 

1 do SWZ 

4. Zamawiający dopuszcza stosowanie materiałów równoważnych: 

4.1. Jeżeli w jakimkolwiek miejscu w dokumentach zamówienia zostały wskazane 

nazwy producenta, nazwy własne, znaki towarowe, patenty lub pochodzenie ma-

teriałów czy urządzeń służących do wykonania niniejszego zamówienia - wszę-

dzie tam Zamawiający dodaje wyrazy "lub równoważne" i wszędzie tam Za-

mawiający dopuszcza stosowanie równoważnych nazw producenta, nazw 

własnych, znaków towarowych, patentów lub pochodzenia materiałów czy urzą-

dzeń służących do wykonania niniejszego zamówienia. 
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4.2. Jeżeli w jakimkolwiek miejscu w dokumentacji znajdują się odniesienia do norm 

europejskich, ocen technicznych, aprobat, specyfikacji technicznych i systemów 

referencji technicznych, wszędzie tam Zamawiający dodaje do tych nazw wy-

razy "lub równoważne" i wszędzie tam Zamawiający dopuszcza stosowanie 

równoważnych norm, ocen technicznych, aprobat, specyfikacji technicznych i 

systemów referencji technicznych. 

4.3. Do materiałów i urządzeń wskazanych w dokumentacji, dla których są wskazane 

nazwy producenta, nazwy własne, znaki towarowe, patenty lub pochodzenie 

można stosować materiały i urządzenia równoważne pod względem para-

metrów technicznych, jakościowych, funkcjonalnych oraz użytkowych. 

Przewidziane do zastosowania urządzenia i materiały powinny spełniać para-

metry określone w dokumentacji projektowej i nie powinny być gorsze od 

założeń projektowych. 

4.4. Wykonawca powołujący się na zastosowanie materiałów równoważnych wi-

nien wykazać, iż spełniają one wymogi zamawiającego w szczególności po-

przez udokumentowanie załączonymi do oferty informacjami na temat pa-

rametrów techniczno - wytrzymałościowych, szczegółowych rysunków tech-

nicznych, atestów, aprobat, deklaracji zgodności, kartami katalogowymi 

urządzeń i materiałów zamiennych. Niniejsze dokumenty muszą w sposób 

jednoznaczny stwierdzać równoważność proponowanych materiałów i urządzeń 

w stosunku do przyjętych w  projekcie. 

4.5. Dokumenty potwierdzające spełnienie wymogów określonych w pkt. 4.4. na-

leży załączyć do oferty przetargowej. 

4.6. Zamawiający zastrzega sobie prawo do oceny równoważności proponowa-

nych materiałów lub urządzeń. Zamawiający zastrzega sobie także prawo 

do korzystania w tym względzie z opinii ekspertów. 
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5. Wykonawca zobowiązany jest zrealizować zamówienie na zasadach i warunkach opisa-

nych w SWZ i w załącznikach do niej.  

Wątpliwości, co do czynności koniecznych do wykonania tak, aby przedmiot zamówienia 

w pełni służył swojemu celowi, a nieujętych w opisie winny zostać zgłoszone Zamawia-

jącemu w trybie zapytań do SWZ w trakcie sporządzania oferty. Szczegółowy tryb skła-

dania zapytań do SWZ określony został w niniejszej SWZ. 

6. Składanie ofert częściowych: 

6.1. Zamawiający nie dokonuje podziału zamówienia na części i tym samym nie do-

puszcza składania ofert częściowych. Oferty nie zawierające pełnego zakresu 

przedmiotu zamówienia zostaną odrzucone. 

6.2. Powody niedokonania podziału zamówienia na części: 

1) Przedmiot zamówienia nie został podzielony na części, gdyż ze względów 

technicznych, organizacyjnych i ekonomicznych tworzy nierozerwalną całość. 

2) Brak podziału zamówienia na części nie utrudnia dostępu do zamówienia ma-

łym i średnim przedsiębiorcom. Podzielenie zamówienia na części z uwagi na 

planowany zakres uniemożliwi zrealizowanie zamówienia w sposób komplek-

sowy i zgodny z oczekiwaniami zamawiającego przy zachowaniu wysokiej ja-

kości wykonanych dostaw/usług.  Podział na części spowodowałby znaczne 

utrudnienia związane z koordynacją wykonawców. Realizowanie zadania przez 

różnych Wykonawców mogłoby poważnie zagrozić właściwemu wykonaniu 

przedmiotu zamówienia. Brak podziału zamówienia pozwala na uzyskanie przez 

zamawiającego korzystnej oferty cenowej przy jednoczesnym zachowaniu kon-

kurencji na rynku. 

3) Z uwagi na charakter i zakres realizacji planowanego zamówienia, niezasadne 

byłoby dokonanie podziału zamówienia na części ze względów technicznych, 

organizacyjnych, jak również ekonomicznych. Wykonanie zamówienia przez 
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więcej niż jednego wykonawcę mogłoby skutkować niezrealizowaniem zamó-

wienia w sposób skoordynowany i terminowy. 

4) W związku z powyższym tylko kompleksowe wykonanie przedmiotu zamó-

wienia spowoduje prawidłowe jego wykonanie. 

7. Zamawiający NIE PROWADZI postępowania w celu zawarcia umowy ramowej. 

8. Zamawiający NIE PRZEWIDUJE udzielenie zamówień, o których mowa w art. 214 ust. 

1 pkt 7 ustawy PZP.  

9. Zamawiający NIE PRZEWIDUJE udzielenia zaliczek na poczet wykonania zamówie-

nia. 

10. Zamawiający NIE PRZEWIDUJE możliwości składania ofert wariantowych. 

11. Zamawiający NIE PRZEWIDUJE możliwości składania ofert w postaci katalogów 

elektronicznych. 

12. Zamawiający NIE PRZEWIDUJE wyboru najkorzystniejszej oferty z zastosowaniem 

aukcji elektronicznej. 

13. Zamawiający NIE ZASTRZEGA możliwości ubiegania się o udzielenie zamówienia 

wyłącznie przez wykonawców, o których mowa w art. 94 ustawy PZP. 

14. Zamawiający NIE OKREŚLA dodatkowych wymagań związanych z zatrudnianiem 

osób, o których mowa w art. 96 ust. 2 pkt 2 ustawy PZP. 

15. Zamawiający NIE PRZEWIDUJE obowiązku odbycia przez Wykonawcę wizji lokalnej 

oraz sprawdzenia przez Wykonawcę dokumentów niezbędnych do realizacji zamówienia 

dostępnych na miejscu u Zamawiającego, o których mowa w art. 131 ustawy PZP. 

16. Zamawiający NIE PRZEWIDUJE rozliczenia w walutach obcych. 

17. Do spraw nieuregulowanych w niniejszej SWZ mają zastosowanie przepisy ustawy  

z dnia 11 września 2019 r. roku Prawo zamówień publicznych (t.j. Dz.U. z 2024 r. 

poz. 1320). 
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V. TERMIN REALIZACJI ZAMÓWIENIA  

Termin realizacji zamówienia: do 30.06.2026r. od dnia udzielenia zamówienia, z tym 
zastrzeżeniem, że dostawa sprzętu i oprogramowania wyspecyfikowanego w OPZ 
nastąpi do 120 dni od dnia udzielenia zamówienia. 

VI. OPIS WARUNKÓW UDZIAŁU W POSTĘPOWANIU 

1. O udzielenie zamówienia mogą ubiegać się Wykonawcy, którzy nie podlegają wyklucze-

niu oraz spełniają warunki udziału w postępowaniu i wymagania określone w niniejszej 

SWZ. 

2. Zamawiający, na podstawie art. 112 ustawy PZP określa następujące warunki udziału w 

postępowaniu: 

Lp. Warunki udziału w postępowaniu 

1 Zdolność do występowania w obrocie gospodarczym 

Zamawiający nie stawia szczegółowych wymagań w zakresie spełniania tego 
warunku.  

2 Uprawnienia do prowadzenia określonej działalności gospodarczej lub 
zawodowej, o ile wynika to z odrębnych przepisów 

Zamawiający nie stawia szczegółowych wymagań w zakresie spełniania tego warunku 

3 Sytuacja ekonomiczna lub finansowa  
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Zamawiający nie stawia szczegółowych wymagań w zakresie spełniania tego 
warunku 

4 Zdolność techniczna lub zawodowa  

O udzielenie zamówienia publicznego w zakresie zadania  może ubiegać się wyko-
nawca, który spełnia warunki, dotyczące zdolności technicznej lub zawodowej tj.: 

1) posiada doświadczenie zawodowe rozumiane jako należyte wykonanie co naj-
mniej 2 (dwóch) zamówień polegających na wdrażaniu oprogramowania 
klasy SIEM zawierającego moduł EDR/XDR w tym co najmniej jedno na 
potrzeby podmiotu publicznego  w okresie ostatnich 3 lat przed terminem skła-
dania ofert (a jeżeli okres prowadzenia działalności jest krótszy - w tym okresie) 
wraz z  poświadczeniem, że przedmiot zamówienia został zrealizowany w spo-
sób należyty. 

Wykonawca zobowiązany jest do podania  przedmiotu  realizowanych zamówień, za-
kresu odpowiadającego postawionemu wyżej warunkowi, dat wykonania i podmiotów 
na rzecz, których zostały one wykonane. 

Dla każdego z wyżej wymienionych zamówień, należy dołączyć dowody potwierdza-
jące, że usługi zostały wykonane należycie i prawidłowo ukończone.  

2) posiada doświadczenie zawodowe rozumiane jako należyte wykonanie co naj-
mniej 1 (jedno)  zamówienia polegającego na dostawie sprzętu lub oprogra-
mowania IT zawierającego elementy podnoszące poziom cyberbezpieczeń-
stwa o wartości co najmniej 200 000,00 zł brutto w okresie ostatnich 3 lat 
przed terminem składania ofert (a jeżeli okres prowadzenia działalności jest krót-
szy - w tym okresie) wraz z  poświadczeniem, że przedmiot zamówienia został 
zrealizowany w sposób należyty. 

Wykonawca zobowiązany jest do podania wartości zrealizowanych zamówień, ich 
przedmiotu, zakresu odpowiadającego postawionemu wyżej warunkowi, dat wykona-
nia i podmiotów na rzecz, których zostały one wykonane. 
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Dla każdego z wyżej wymienionych zamówień, należy dołączyć dowody potwierdza-
jące, że dostawy zostały wykonane należycie i prawidłowo ukończone. 

Jeżeli dokument potwierdzający spełnienie ww. warunków udziału w postępowaniu 
będzie wystawiony w walucie innej niż PLN, Wykonawca powinien dokonać przeli-
czenia na PLN wg średniego kursu NBP z dnia, w którym ogłoszenie o zamówieniu 
zostało opublikowane w Biuletynie Zamówień Publicznych 

3) posiada kompetencje do wykonywania specjalistycznego wsparcia IT, poświad-
czone normą ISO/IEC 27001:2022 i ISO 9001:2015 (np.: Certyfikaty lub równo-
ważne poświadczenia, potwierdzające normę ISO/IEC 27001:2022 i ISO 
9001:2015) - aktualne na dzień składania ofert- na co najmniej usługi wsparcia, 
utrzymania i serwisowania systemów informatycznych, usługi cyberbezpieczeń-
stwa, usługi programistyczne, prace wdrożeniowe, outsourcing usług IT, baz da-
nych.  

4) posiada potencjał osobowy, tj. w trakcie realizacji zamówienia dysponuje lub bę-
dzie dysponował osobami o odpowiednich kompetencjach zawodowych, posia-
dającą wiedzę i doświadczenie niezbędne do wykonania zamówienia, tj.: 

- co najmniej jedną osobą posiadającą kompetencje do wdrożenia systemu klasy 
SIEM” 

Ocena spełniania warunków udziału w postępowaniu będzie dokonana na zasadzie 

spełnia/nie spełnia na podstawie dokumentów składanych przez Wykonawcę zgodnie z 

postanowieniami Rozdziału VIII SWZ 

VII. PODSTAWY WYKLUCZENIA Z POSTĘPOWANIA 

1. Zamawiający wykluczy z postępowania o udzielenie zamówienia Wykonawcę, wobec 

którego zachodzą podstawy wykluczenia, o których mowa w art. 108 ustawy PZP, tj.  

1.1. Będącego osobą fizyczną, którego prawomocnie skazano za przestępstwo: 
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1) udziału w zorganizowanej grupie przestępczej albo związku mającym na 

celu popełnienie przestępstwa lub przestępstwa skarbowego, o którym 

mowa w art. 258 Kodeksu karnego, 

2) handlu ludźmi, o którym mowa w art. 189a Kodeksu karnego, 

3) o którym mowa w art. 228-230a, art. 250a Kodeksu karnego, w art. 46-48 

ustawy z dnia 25 czerwca 2010 r. o sporcie lub w art. 54 ust. 1-4 ustawy z 

dnia 12 maja 2011 r. o refundacji leków, środków spożywczych specjal-

nego przeznaczenia żywieniowego oraz wyrobów medycznych; 

4) finansowania przestępstwa o charakterze terrorystycznym, o którym 

mowa w art. 165a Kodeksu karnego, lub przestępstwo udaremniania lub 

utrudniania stwierdzenia przestępnego pochodzenia pieniędzy lub ukry-

wania ich pochodzenia, o którym mowa w art. 299 Kodeksu karnego, 

5) o charakterze terrorystycznym, o którym mowa w art. 115 § 20 Kodeksu 

karnego, lub mające na celu popełnienie tego przestępstwa, 

6) powierzenia wykonywania pracy małoletniemu cudzoziemcowi, o którym 

mowa w art. 9 ust. 2 ustawy z dnia 15 czerwca 2012 r. o skutkach powie-

rzania wykonywania pracy cudzoziemcom przebywającym wbrew przepi-

som na terytorium Rzeczypospolitej Polskiej, 

7) przeciwko obrotowi gospodarczemu, o których mowa w art. 296-307 Ko-

deksu karnego, przestępstwo oszustwa, o którym mowa w art. 286 Ko-

deksu karnego, przestępstwo przeciwko wiarygodności dokumentów, o 

których mowa w art. 270-277d Kodeksu karnego, lub przestępstwo skar-

bowe, 

8) o którym mowa w art. 9 ust. 1 i 3 lub art. 10 ustawy z dnia 15 czerwca 

2012 r. o skutkach powierzania wykonywania pracy cudzoziemcom prze-

bywającym wbrew przepisom na terytorium Rzeczypospolitej Polskiej 
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- lub za odpowiedni czyn zabroniony określony w przepisach prawa obcego; 

1.2. jeżeli urzędującego członka jego organu zarządzającego lub nadzorczego, 

wspólnika spółki w spółce jawnej lub partnerskiej albo komplementariusza w 

spółce komandytowej lub komandytowo-akcyjnej lub prokurenta prawomocnie 

skazano za przestępstwo, o którym mowa w pkt 1; 

1.3. wobec którego wydano prawomocny wyrok sądu lub ostateczną decyzję admi-

nistracyjną o zaleganiu z uiszczeniem podatków, opłat lub składek na ubezpie-

czenie społeczne lub zdrowotne, chyba, że wykonawca odpowiednio przed upły-

wem terminu do składania wniosków o dopuszczenie do udziału w postępowa-

niu albo przed upływem terminu składania ofert dokonał płatności należnych 

podatków, opłat lub składek na ubezpieczenie społeczne lub zdrowotne wraz z 

odsetkami lub grzywnami lub zawarł wiążące porozumienie w sprawie spłaty 

tych należności; 

1.4. wobec którego prawomocnie orzeczono zakaz ubiegania się o zamówienia pu-

bliczne; 

1.5. jeżeli zamawiający może stwierdzić, na podstawie wiarygodnych przesłanek, że 

wykonawca zawarł z innymi wykonawcami porozumienie mające na celu zakłó-

cenie konkurencji, w szczególności jeżeli należąc do tej samej grupy kapitałowej 

w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsu-

mentów, złożyli odrębne oferty, oferty częściowe lub wnioski o dopuszczenie 

do udziału w postępowaniu, chyba że wykażą, że przygotowali te oferty lub 

wnioski niezależnie od siebie; 

1.6. jeżeli, w przypadkach, o których mowa w art. 85 ust. 1 PZP, doszło do zakłóce-

nia konkurencji wynikającego z wcześniejszego zaangażowania tego wyko-

nawcy lub podmiotu, który należy z wykonawcą do tej samej grupy kapitałowej 

w rozumieniu ustawy z dnia 16 lutego 2007 r. o ochronie konkurencji i konsu-
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mentów, chyba że spowodowane tym zakłócenie konkurencji może być wyeli-

minowane w inny sposób niż przez wykluczenie wykonawcy z udziału w postę-

powaniu o udzielenie zamówienia. 

2. Zamawiający, na podstawie art. 109 ust. 1 pkt 1 ustawy PZP, wykluczy również z postę-

powania o udzielenie zamówienia Wykonawcę, który naruszył obowiązki dotyczące płat-

ności podatków, opłat lub składek na ubezpieczenia społeczne lub zdrowotne, z wyjąt-

kiem przypadku, o którym mowa w art. 108 ust. 1 pkt 3 ustawy PZP, chyba że Wyko-

nawca odpowiednio przed upływem terminu do składania wniosków o dopuszczenie do 

udziału w postępowaniu albo przed upływem terminu składania ofert dokonał płatności 

należnych podatków, opłat lub składek na ubezpieczenia społeczne lub zdrowotne wraz 

z odsetkami lub grzywnami lub zawarł wiążące porozumienie w sprawie spłaty tych na-

leżności. 

3. Zamawiający, na podstawie art. 109 ust. 1 pkt 4 ustawy PZP, wykluczy również z postę-

powania o udzielenie zamówienia Wykonawcę, w stosunku do którego otwarto likwida-

cję, ogłoszono upadłość, którego aktywami zarządza likwidator lub sąd, zawarł układ z 

wierzycielami, którego działalność gospodarcza jest zawieszona albo znajduje się on w 

innej tego rodzaju sytuacji wynikającej z podobnej procedury przewidzianej w przepisach 

miejsca wszczęcia tej procedury. 

4. Wykluczenie Wykonawcy nastąpi w przypadkach, o których mowa w art. 111 ustawy 

PZP. 

5. Wykonawca nie podlega wykluczeniu w okolicznościach określonych w art. 108 ust. 1 

pkt 1, 2, 5 i 6 ustawy PZP jeżeli udowodni Zamawiającemu, że spełnił łącznie przesłanki 

określone w art. 110 ust. 2 ustawy PZP. 

6. Zamawiający oceni, czy podjęte przez Wykonawcę czynności są wystarczające do wyka-

zania jego rzetelności, uwzględniając wagę i szczególne okoliczności czynu Wykonawcy, 

a jeżeli uzna, że nie są wystarczające, wykluczy Wykonawcę. 
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7. Zgodnie z art. 7 ust. 1 ustawy z dnia 13 kwietnia 2022 r. o szczególnych rozwiązaniach 

w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bez-

pieczeństwa narodowego, zamawiający wykluczy z postepowania: 

7.1. wykonawcę oraz uczestnika konkursu wymienionego w wykazach określonych 

w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisanego na listę 

na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu 

środka, o którym mowa w art. 1 pkt 3; 

7.2. wykonawcę oraz uczestnika konkursu, którego beneficjentem rzeczywistym w 

rozumieniu ustawy z 1 marca 2018 r. o przeciwdziałaniu praniu pieniędzy oraz 

finansowaniu terroryzmu jest osoba wymieniona w wykazach określonych  

w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisana na listę lub 

będąca takim beneficjentem rzeczywistym od 24 lutego 2022 r., o ile została 

wpisana na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej  

o zastosowaniu środka, o którym mowa w art. 1 pkt 3; 

7.3. wykonawcę oraz uczestnika konkursu, którego jednostką dominującą w rozu-

mieniu art. 3 ust. 1 pkt 37 ustawy z 29 września 1994 r. o rachunkowości jest 

podmiot wymieniony w wykazach określonych w rozporządzeniu 765/2006  

i rozporządzeniu 269/2014 albo wpisany na listę lub będący taką jednostką do-

minującą od 24 lutego 2022 r., o ile został wpisany na listę na podstawie decyzji  

w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa 

w art. 1 pkt 3. 

8. Zamawiający może wykluczyć Wykonawcę na każdym etapie postępowania. Zamawia-

jący odrzuca ofertę, złożoną przez Wykonawcę wykluczonego z postępowania.  
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VIII. INFORMACJA O PODMIOTOWYCH ŚRODKACH DOWODO-

WYCH ŻĄDANYCH W CELU POTWIERDZENIA SPEŁNIA-

NIA WARUNKÓW UDZIAŁU W POSTĘPOWANIU I BRAKU 

PODSTAW DO WYKLUCZENIA ORAZ O PRZEDMIOTO-

WYCH ŚRODKACH DOWODOWYCH 

1. Wykonawca wraz z ofertą zobowiązany jest złożyć: 

Lp. Wymagany dokument 

1 Oświadczenie o niepodleganiu wykluczeniu oraz spełnianiu warunków udziału w 
postępowaniu 

Aktualne na dzień składania ofert oświadczenie Wykonawcy stanowiące wstępne po-
twierdzenie spełnienia warunków udziału w postępowaniu oraz braku podstaw wyklu-
czenia 

Wzór dokumentu stanowi załącznik nr 3 do SWZ. 

2 Zobowiązanie podmiotu udostępniającego zasoby (jeżeli dotyczy) 

Zobowiązanie podmiotu udostępniającego zasoby do oddania mu do dyspozycji nie-
zbędnych zasobów na potrzeby realizacji danego zamówienia lub inny podmiotowy 
środek dowodowy potwierdzający, że Wykonawca realizując zamówienie, będzie dys-
ponował niezbędnymi zasobami tych podmiotów 

Wzór dokumentu stanowi załącznik nr 4 do SWZ 

3 Oświadczenie podmiotu udostępniającego zasoby (jeżeli dotyczy) 
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Oświadczenie podmiotu udostępniającego zasoby, potwierdzające brak podstaw wy-
kluczenia tego podmiotu oraz odpowiednio spełnianie warunków udziału w postępo-
waniu lub kryteriów selekcji, w zakresie, w jakim wykonawca powołuje się na jego 
zasoby 

Wzór dokumentu stanowi załącznik nr 5 do SWZ 

4 Oświadczenie wykonawców wspólnie ubiegających się o udzielenie zamówienia 
(jeżeli dotyczy) 

Wykonawcy wspólnie ubiegający się o udzielenie zamówienia składają oświadczenie, 
z którego wynika, które części zamówienia wykonują poszczególni wykonawcy wspól-
nie ubiegający się o udzielenie zamówienia. 

Wzór dokumentu stanowi załącznik nr 6 do SWZ 

1.1. Każdy z wykonawców wspólnie ubiegających się o udzielenie zamówienia 

składa wraz z ofertą oświadczenie stanowiące Załącznik nr 3 do SWZ. 

1.2. Jeżeli Wykonawca nie złożył oświadczenia lub jest ono niekompletne lub za-

wiera błędy, Zamawiający wezwie Wykonawcę odpowiednio do jego złożenia, 

poprawienia lub uzupełnienia w wyznaczonym terminie, chyba że oferta Wyko-

nawcy podlega odrzuceniu bez względu na jego złożenie, uzupełnienie lub po-

prawienie lub zachodzą przesłanki unieważnienia postępowania. 

1.3. Zamawiający może żądać od Wykonawców wyjaśnień dotyczących treści 

oświadczenia. 

1.4. Jeżeli złożone przez Wykonawcę dokumenty budzą wątpliwości Zamawiają-

cego, może on zwrócić się bezpośrednio do podmiotu, który jest w posiadaniu 

informacji lub dokumentów istotnych w tym zakresie dla oceny spełniania przez 

Wykonawcę warunków udziału w postępowaniu lub braku podstaw wyklucze-

nia, o przedstawienie takich informacji lub dokumentów. 
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2. Zamawiający żąda złożenia przez Wykonawcę wraz z ofertą następujących, przedmioto-

wych środków dowodowych: 

Lp. Wymagany dokument 

1 Inny przedmiotowy środek dowodowy 

Broszura produktowa / katalog produktowy / specyfikacja techniczna/ opis techniczny- 
oferowanych urządzeń ( w języku polskim): Serwer-1 szt.; Macierz-1 szt.; Dyski 
twarde do macierzy dyskowej – 3 szt.; UPS – 1 szt.; UPS per stanowisko – 32 szt.; 
potwierdzające spełnienie minimalnych parametrów określonych przez Zama-
wiającego w załączniku nr 1 (OPZ) do SWZ.  

 

2.1. Zamawiający zaakceptuje równoważne przedmiotowe środki dowodowe, jeśli potwierdzą, 

że oferowane dostawy, usługi lub roboty budowlane spełniają określone przez Zamawia-

jącego wymagania, cechy lub kryteria. 

2.2. Zamawiający przewiduje uzupełnienie przedmiotowych środków dowodowych.  

3. Zamawiający przed wyborem najkorzystniejszej oferty wezwie Wykonawcę, którego 

oferta została najwyżej oceniona, do złożenia w wyznaczonym terminie, nie krótszym 

niż 5 dni, aktualnych na dzień złożenia, następujących podmiotowych środków do-

wodowych: 

3.1. W celu potwierdzenia spełniania przez Wykonawcę warunków udziału w 

postępowaniu  

Lp. Wymagany dokument 

1 Wykaz usług i dostaw 

Wykaz usług i dostaw wykonanych, a w przypadku świadczeń powtarzających się lub 

ciągłych również wykonywanych, w okresie ostatnich 3 lat, a jeżeli okres prowadzenia 
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działalności jest krótszy – w tym okresie, wraz z podaniem ich, przedmiotu, dat wy-

konania i podmiotów, na rzecz których usługi i dostawy te zostały wykonane lub 

są wykonywane, oraz załączeniem dowodów określających czy te usługi i dostawy 

zostały wykonane lub są wykonywane należycie, przy czym dowodami, o których 

mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz któ-

rego usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub cią-

głych są wykonywane, a jeżeli Wykonawca z przyczyn niezależnych od niego nie jest 

w stanie uzyskać tych dokumentów – oświadczenie Wykonawcy.  

W przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych refe-

rencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny być 

wystawione w okresie ostatnich 3 miesięcy. Jeżeli Wykonawca powołuje się na do-

świadczenie w realizacji dostaw lub usług, wykonywanych wspólnie z innymi wyko-

nawcami, wykaz dotyczy dostaw lub usług, w których wykonaniu Wykonawca ten bez-

pośrednio uczestniczył, a w przypadku świadczeń powtarzających się lub ciągłych, w 

których wykonywaniu bezpośrednio uczestniczył lub uczestniczy. 

Wzór dokumentu stanowi Załącznik nr 7 do SWZ 

2 Wykaz osób 

Wykaz osób, skierowanych przez wykonawcę do realizacji zamówienia publicznego, 
w szczególności odpowiedzialnych za świadczenie usług, wraz z informacjami na te-
mat ich kompetencji, doświadczenia, niezbędnego do wykonania zamówienia publicz-
nego, a także zakresu wykonywanych przez nie czynności oraz informacji o podstawie 
do dysponowania tymi osobami. 

                                                          Wzór dokumentu stanowi Załącznik nr 8 do SWZ 

3 Kompetencje do wykonywania specjalistycznego wsparcia IT 
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Norma ISO/IEC 27001:2022 i ISO 9001:2015 na co najmniej usługi wsparcia, utrzy-
mania i serwisowania systemów informatycznych, usługi cyberbezpieczeństwa, prace 
wdrożeniowe, outsourcing usług IT, baz danych. 

Wykonawca musi przedłożyć dokumenty (np.: Certyfikaty lub równoważne poświad-

czenia) potwierdzające normę ISO/IEC 27001:2022 i ISO 9001:2015, aktualne na 
dzień składania ofert. 

3.2. W celu potwierdzenia braku podstaw wykluczenia Wykonawcy z udziału  

w postępowaniu: 

Lp. Wymagany dokument 

1 Zaświadczenie właściwego naczelnika urzędu skarbowego 

Zaświadczenie właściwego naczelnika urzędu skarbowego potwierdzające, że Wyko-
nawca nie zalega z opłacaniem podatków i opłat, w zakresie art. 109 ust. 1 pkt 1 ustawy 
PZP, wystawione nie wcześniej niż 3 miesiące przed jego złożeniem.  

W przypadku zalegania z opłacaniem podatków lub opłat, wraz z zaświadczeniem, Za-
mawiający żąda złożenia przez Wykonawcę dokumentów potwierdzających, że odpo-
wiednio przed upływem terminu składania wniosków o dopuszczenie do udziału w po-
stępowaniu albo przed upływem terminu składania ofert Wykonawca dokonał płatno-
ści należnych podatków lub opłat wraz z odsetkami lub grzywnami lub zawarł wiążące 
porozumienie w sprawie spłat tych należności. 

2 Zaświadczenie z ZUS lub KRUS 

Zaświadczenie albo inny dokument właściwej terenowej jednostki organizacyjnej Za-
kładu Ubezpieczeń Społecznych lub właściwego oddziału regionalnego lub właściwej 
placówki terenowej Kasy Rolniczego Ubezpieczenia Społecznego potwierdzające, że 
Wykonawca nie zalega z opłacaniem składek na ubezpieczenia społeczne i zdrowotne, 
w zakresie art. 109 ust. 1 pkt 1 ustawy PZP, wystawione nie wcześniej niż 3 miesiące 
przed jego złożeniem.  
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W przypadku zalegania z opłacaniem składek na ubezpieczenia społeczne lub zdro-
wotne wraz z zaświadczeniem albo innym dokumentem Zamawiający żąda złożenia 
przez Wykonawcę dokumentów potwierdzających, że odpowiednio przed upływem 
terminu składania wniosków o dopuszczenie do udziału w postępowaniu albo przed 
upływem terminu składania ofert Wykonawca dokonał płatności należnych składek na 
ubezpieczenia społeczne lub zdrowotne wraz odsetkami lub grzywnami lub zawarł 
wiążące porozumienie w sprawie spłat tych należności. 

3 Odpis lub informacja z KRS lub CEIDG 

Odpis lub informacja z Krajowego Rejestru Sądowego lub z Centralnej Ewidencji i 
Informacji o Działalności Gospodarczej, w zakresie art. 109 ust. 1 pkt 4 ustawy PZP, 
sporządzone nie wcześniej niż 3 miesiące przed jej złożeniem, jeżeli odrębne prze-
pisy wymagają wpisu do rejestru lub ewidencji. 

4 Oświadczenie dot. grupy kapitałowej  

Oświadczenia Wykonawcy, w zakresie art. 108 ust. 1 pkt 5 ustawy Pzp,  
o braku przynależności do tej samej grupy kapitałowej w rozumieniu ustawy z dnia 16 
lutego 2007 r. o ochronie konkurencji i konsumentów (Dz. U.  
z 2020 r. poz. 1076 i 1086), z innym Wykonawcą, który złożył odrębną ofertę, ofertę 
częściową lub wniosek o dopuszczenie do udziału  w postępowaniu, albo oświadczenia 
o przynależności do tej samej grupy kapitałowej wraz z dokumentami lub informacjami 
potwierdzającymi przygotowanie oferty, oferty częściowej lub wniosku o dopuszcze-
nie do udziału w postępowaniu niezależnie od innego wykonawcy należącego do tej 
samej grupy kapitałowej – wg Załącznika nr 10 do SWZ 

 

3.3. Dokumenty podmiotów zagranicznych: 

Lp. Wymagany dokument 

1 Dokument potwierdzający niezaleganie z opłacaniem podatków, opłat lub składek 
na ubezpieczenie społeczne lub zdrowotne 
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Jeżeli Wykonawca ma siedzibę lub miejsce zamieszkania poza granicami Rzeczypo-
spolitej Polskiej, zamiast "Zaświadczenia właściwego naczelnika urzędu skarbowego" 
lub "Zaświadczenia właściwej terenowej jednostki organizacyjnej ZUS lub KRUS" 
składa dokument lub dokumenty wystawione w kraju, w którym wykonawca ma sie-
dzibę lub miejsce zamieszkania, potwierdzające, że Wykonawca nie naruszył obowiąz-
ków dotyczących płatności podatków, opłat lub składek na ubezpieczenie społeczne 
lub zdrowotne, wystawione nie wcześniej niż 3 miesiące przed ich złożeniem. 

2 Dokument potwierdzający, że nie otwarto likwidacji wykonawcy 

Jeżeli Wykonawca ma siedzibę lub miejsce zamieszkania poza granicami Rzeczypo-
spolitej Polskiej, zamiast "Odpisu lub informacji z KRS lub CEIDG" składa dokument 
lub dokumenty wystawione w kraju, w którym wykonawca ma siedzibę lub miejsce 
zamieszkania, potwierdzające, że nie otwarto jego likwidacji, nie ogłoszono upadłości, 
jego aktywami nie zarządza likwidator lub sąd, nie zawarł układu z wierzycielami, jego 
działalność gospodarcza nie jest zawieszona ani nie znajduje się on w innej tego ro-
dzaju sytuacji wynikającej z podobnej procedury przewidzianej w przepisach miejsca 
wszczęcia tej procedury, wystawione nie wcześniej niż 3 miesiące przed ich złożeniem. 

 

3.4. Jeżeli w kraju, w którym wykonawca ma siedzibę lub miejsce zamieszkania lub 
miejsce zamieszkania ma osoba, której dokument dotyczy, nie wydaje się doku-
mentów, o których mowa w ust. 1, lub gdy dokumenty te nie odnoszą się do 
wszystkich przypadków, o których mowa w art. 108 ust. 1 pkt 1, 2 i 4, art. 109 
ust. 1 pkt 1, 2 lit. a i b oraz pkt 3 ustawy, zastępuje się je odpowiednio w całości 
lub w części dokumentem zawierającym odpowiednio oświadczenie wyko-
nawcy, ze wskazaniem osoby albo osób uprawnionych do jego reprezentacji, lub 
oświadczenie osoby, której dokument miał dotyczyć, złożone pod przysięgą, 
lub, jeżeli w kraju, w którym wykonawca ma siedzibę lub miejsce zamieszkania 
lub miejsce zamieszkania ma osoba, której dokument miał dotyczyć, nie ma 
przepisów o oświadczeniu pod przysięgą, złożone przed organem sądowym lub 
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administracyjnym, notariuszem, organem samorządu zawodowego lub gospo-
darczego, właściwym ze względu na siedzibę lub miejsce zamieszkania wyko-
nawcy lub miejsce zamieszkania osoby, której dokument miał dotyczyć. 

4. Jeżeli jest to niezbędne do zapewnienia odpowiedniego przebiegu postępowania o 

udzielenie zamówienia, Zamawiający może na każdym etapie postępowania, wezwać 

Wykonawców do złożenia wszystkich lub niektórych podmiotowych środków 

dowodowych, aktualnych na dzień ich złożenia. 

5. Jeżeli zajdą uzasadnione podstawy do uznania, że złożone uprzednio podmiotowe środki 

dowodowe nie są już aktualne, Zamawiający może w każdym czasie wezwać Wyko-

nawcę do złożenia wszystkich lub niektórych podmiotowych środków dowodowych, ak-

tualnych na dzień ich złożenia. 

6. Wykonawca nie jest zobowiązany do złożenia podmiotowych środków dowodowych, 

które Zamawiający posiada, jeżeli Wykonawca wskaże te środki oraz potwierdzi ich pra-

widłowość i aktualność. 

7. Wymienione wyżej dokumenty lub oświadczenia Wykonawca składa, pod rygorem nie-

ważności, w formie elektronicznej (opatrzonej kwalifikowanym podpisem elektro-

nicznym) lub w postaci elektronicznej (opatrzonej podpisem zaufanym lub podpi-

sem osobistym). 

8. Dokumenty sporządzone w języku obcym są składane wraz z tłumaczeniem na język 

polski. 

IX. INFORMACJA DOTYCZĄCA PODWYKONAWCÓW 

1. Wykonawca może powierzyć wykonanie części zamówienia Podwykonawcom.  

2. Zamawiający nie zastrzega obowiązku osobistego wykonania przez Wykonawcę kluczo-

wych części zamówienia. 
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3. Zamawiający żąda wskazania przez Wykonawcę w Formularzu ofertowym (Załącznik nr 

2 do SWZ) części zamówienia, które zamierza powierzyć podwykonawcom i podania 

przez Wykonawcę firm podwykonawców, jeżeli są już znani. 

4. Wykonawca jest obowiązany zawiadomić Zamawiającego o wszelkich zmianach w od-

niesieniu do informacji, o których mowa w punkcie pierwszym, w trakcie realizacji za-

mówienia, a także przekazać wymagane informacje na temat nowych Podwykonawców, 

którym w późniejszym okresie zamierza powierzyć realizację zamówienia.  

5. Powierzenie wykonania części zamówienia podwykonawcom nie zwalnia Wykonawcy z 

odpowiedzialności za należyte wykonanie tego zamówienia. Za działalność Podwyko-

nawcy w całości odpowiedzialność ponosi Wykonawca. 

X. INFORMACJA DLA WYKONAWCÓW WSPÓLNIE UBIEGA-

JĄCYCH SIĘ O UDZIELENIE ZAMÓWIENIA 

1. Wykonawcy mogą wspólnie ubiegać się o udzielenie zamówienia. 

2. W takim przypadku Wykonawcy ustanawiają pełnomocnika do reprezentowania ich  

w postępowaniu o udzielenie zamówienia albo reprezentowania w postępowaniu i zawar-

cia umowy w sprawie zamówienia publicznego. 

3. Pełnomocnik, o którym mowa powyżej, pozostaje w kontakcie z Zamawiającym w toku 

postępowania i do niego Zamawiający kieruje informacje, korespondencję itp. Wszelkie 

oświadczenia pełnomocnika Zamawiający uzna za wiążące dla wszystkich Wykonawców 

składających ofertę wspólną 
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4. W przypadku wspólnego ubiegania się o zamówienie przez Wykonawców, wypełniony 

druk oświadczenia, wg Załącznika Nr 3 do SWZ składa każdy z Wykonawców wspól-

nie ubiegających się o zamówienie. Dokumenty te potwierdzają spełnianie warunków 

udziału w oraz brak podstaw wykluczenia w zakresie, w którym każdy z Wykonawców 

wykazuje spełnianie warunków udziału w postępowaniu oraz brak podstaw wykluczenia.  

5. W przypadku Wykonawców wspólnie ubiegających się o udzielenie zamówienia żaden  

z nich nie może podlegać wykluczeniu z postępowania o udzielenie zamówienia publicz-

nego w okolicznościach, o których mowa w niniejszej SWZ, natomiast spełnianie warun-

ków udziału w postępowaniu Wykonawcy wykazują zgodnie z wymogami zawartymi  

w niniejszej SWZ. 

6. Zgodnie z art. 117 ust. 4 ustawy PZP, w przypadkach, o których mowa w art. 117 ust. 2 i 

3 ustawy PZP, Wykonawcy wspólnie ubiegający się o udzielenie zamówienia składają 

wraz z ofertą oświadczenie (według Załącznika nr 6 do SWZ), z którego wynika, które 

części zamówienia wykonują poszczególni wykonawcy.  

7. Wspólnicy ponoszą solidarną odpowiedzialność za niewykonanie lub nienależyte wy-

konanie zamówienia, określoną w art. 366 Kodeksu Cywilnego. 

8. Wszelka korespondencja będzie prowadzona wyłącznie z pełnomocnikiem. 

9. Przed podpisaniem umowy od Wykonawców ubiegających się wspólnie o zamówie-

nie publiczne, których oferta została wybrana Zamawiający będzie żądać umowy 

regulującej ich współpracę. 

10. Nie dopuszcza się uczestniczenia któregokolwiek z Wykonawców wspólnie ubiegają-

cych się o udzielnie zamówienia w więcej niż jednej grupie Wykonawców wspólnie ubie-

gających się o udzielenie zamówienia. 

11. Niedopuszczalnym jest również złożenie przez któregokolwiek z Wykonawców wspól-

nie ubiegających się o udzielenie zamówienia, równocześnie oferty indywidualnej oraz 

w ramach grupy Wykonawców wspólnie ubiegających się o udzielenie zamówienia. 
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XI. INFORMACJA O ŚRODKACH KOMUNIKACJI ELEKTRO-

NICZNEJ PRZY UŻYCIU KTÓRYCH ZAMAWIAJĄCY BĘ-

DZIE KOMUNIKOWAŁ SIĘ Z WYKONAWCAMI ORAZ IN-

FORMACJE O WYMAGANIACH TECHNICZNYCH I ORGA-

NIZACYJNYCH SPORZĄDZANIA, WYSYŁANIA I ODBIERA-

NIA KORESPONDENCJI ELEKTRONICZNEJ  

1. Informacje ogólne  

1.1. Komunikacja w postępowaniu odbywa się przy użyciu środków komunikacji 

elektronicznej.  

1.2. Zamawiający informuje, iż będzie komunikował się z wykonawcami za po-

mocą Platformy zakupowej znajdującej się pod adresem:  

https://miastkowkoscielny.ezamawiajacy.pl/servlet/HomeServlet 

1.3. Postępowanie o udzielenie zamówienia prowadzi się w języku polskim. 

Dokumenty sporządzone w języku obcym są składane wraz z tłumaczeniem 

na język polski. 

1.4. W postępowaniu, wszelkie oświadczenia, wnioski, zawiadomienia oraz infor-

macje przekazywane są za pośrednictwem Platformy. Za datę wpływu oświad-

czeń, wniosków, zawiadomień oraz informacji przesłanych za pośrednictwem 

Platformy, przyjmuje się datę ich zamieszczenia na Platformie. 

1.5. Osobami uprawnionymi przez Zamawiającego do kontaktu z Wykonawcami są:  

w zakresie procedury:  
–  Wioletta Ulrich-Juś tel. 25 684 16 32,  506 582 293 
mail: inwestycje@miastkowkoscielny.pl 
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1.6. Wykonawca zamierzający wziąć udział w postępowaniu o udzielenie zamówie-

nia publicznego musi posiadać konto podmiotu „Wykonawca" na Platformie.  

1.7. Szczegółowe informacje na temat zakładania kont oraz zasady i warunki korzy-

stania z Platformy określa Regulamin Platformy, dostępny na stronie interne-

towej https://oneplace.marketplanet.pl/regulamin 

1.8. Wykonawca przystępując do niniejszego postępowania o udzielenie zamówienia 

publicznego, akceptuje warunki korzystania z Platformy określone w Regulami-

nie Platformy oraz zobowiązuje się, korzystając z Platformy, przestrzegać po-

stanowień tego regulaminu. 

1.9. Zamawiający dopuszcza następujący format przesyłanych danych 

1) pliki w formatach określonych w załączniku nr 2 do Rozporządzenia Rady 

Ministrów z dnia 12 kwietnia 2012 r w sprawie Krajowych Ram 

Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i 

wymiany informacji w postaci elektronicznej oraz minimalnych wymagań 

dla systemów teleinformatycznych, przy czym zaleca się 

wykorzystywanie plików w formacie .pdf, .doc, .docx, .xls, .xlsx. 

2) w celu ewentualnej kompresji danych Zamawiający rekomenduje 

wykorzystanie jednego z rozszerzeń: .zip lub .7Z. 

1.10. Zamawiający informuje, że przedmiotowe postępowanie można wyszukać na 

stronie głównej Profilu Nabywcy klikając w kafelek „Postępowania”. 

1.11. Przeglądanie i pobieranie publicznej treści dokumentacji postępowania nie wy-

maga posiadania konta na Platformie ani logowania. 

1.12. Sposób sporządzania i przekazywania dokumentów elektronicznych lub doku-

mentów elektronicznych będących kopią elektroniczną treści zapisanej w po-

staci papierowej (cyfrowe odwzorowania) musi być zgodny z wymaganiami 

określonymi w rozporządzeniu Prezesa Rady Ministrów z 30 grudnia 2020 r. w 
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sprawie sposobu sporządzania i przekazywania informacji oraz wymagań tech-

nicznych dla dokumentów elektronicznych oraz środków komunikacji elektro-

nicznej w postępowaniu o udzielenie zamówienia publicznego lub konkursie 

(zw. dalej „Rozporządzeniem w sprawie wymagań dla dokumentów elektronicz-

nych”). 

1.13. Dokumenty elektroniczne, o których mowa w § 2 ust. 1 Rozporządzenia w spra-

wie wymagań dla dokumentów elektronicznych, sporządza się w postaci elek-

tronicznej, w formatach danych określonych w przepisach rozporządzenia Rady 

Ministrów z 12 kwietnia 2012 r. w sprawie Krajowych Ram Interoperacyjności, 

minimalnych wymagań dla rejestrów publicznych i wymiany informacji w po-

staci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycz-

nych (zw. dalej „Rozporządzeniem w sprawie Krajowych Ram Interoperacyjno-

ści”), z uwzględnieniem rodzaju przekazywanych danych i przekazuje się jako 

załączniki. W przypadku formatów, o których mowa w art. 66 ust. 1 ustawy, ww. 

regulacje nie będą miały bezpośredniego zastosowania. 

1.14. Informacje, oświadczenia lub dokumenty, inne niż wymienione w § 2 ust. 1 Roz-

porządzenia w sprawie wymagań dla dokumentów: 

1) w formatach danych określonych w przepisach Rozporządzenia w sprawie 

Krajowych Ram Interoperacyjności (i przekazuje się jako załącznik), lub 

2) jako tekst wpisany bezpośrednio do wiadomości przekazywanej przy uży-

ciu środków komunikacji elektronicznej (np. w treści „Formularza do ko-

munikacji”). 

1.15. Zamawiający nie przewiduje sposobu komunikowania się z Wykonawcami 

w inny sposób niż przy użyciu środków komunikacji elektronicznej, wska-

zanych w SWZ. Korespondencja przekazana zamawiającemu w inny sposób 

(np. listownie, mailem) nie będzie brana pod uwagę. W szczególnie uzasadnio-
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nych przypadkach uniemożliwiających komunikację wykonawcy i zamawiają-

cego za pośrednictwem Platformy, zamawiający dopuszcza komunikację za po-

mocą poczty elektronicznej. 

1.16. Zasady określone w niniejszym rozdziale nie dotyczą dokumentów składa-

nych przez wykonawców po wyborze oferty, w celu zawarcia umowy.  

2. Złożenie oferty  

2.1. Wykonawca składa ofertę za pośrednictwem platformy zakupowej dostępnej 

pod adresem: https://miastkowkoscielny.ezamawiajacy.pl/servlet/HomeServlet 

2.2. Sposób przesyłania plików (oferty, oświadczenia, dokumenty) za pośrednic-

twem Platformy zakupowej oraz potwierdzenia złożenia plików zostały opisane 

w Instrukcjach (filmach) użytkowników Platformy zakupowej https://one-

place.marketplanet.pl/ 

2.3. Komunikacja za pośrednictwem platformy zakupowej następująca poprzez Wy-

ślij wiadomość umożliwia dodanie do treści wysyłanej wiadomości plików lub 

spakowanego katalogu (załączników). Występuje limit objętość plików lub spa-

kowanego katalogu w zakresie całej wiadomości do i GB. Wykonawca otrzyma 

powiadomienia tj. wiadomość e-mail dotyczącą komunikatów w sytuacji gdy 

Zamawiający opublikuje wiadomości publiczne/komunikaty publiczne lub sper-

sonalizowaną wiadomość zwaną wiadomością prywatną. 

2.4. Ofertę należy sporządzić w języku polskim. 

2.5. Ofertę wraz ze stanowiącymi jej integralną część załącznikami wymienionymi 

w Rozdziale VIII SWZ i oświadczenia, o których mowa w art. 125 ust. 1 ustawy 

PZP, składa się za pośrednictwem Platformy, pod rygorem nieważności w for-

mie elektronicznej podpisaną kwalifikowanym podpisem elektronicznym, 

lub w postaci elektronicznej podpisaną podpisem zaufanym lub podpisem 

osobistym. 
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2.6. Do złożenia oferty konieczne jest posiadanie przez osobę upoważnioną do 

reprezentowania Wykonawcy ważnego kwalifikowanego podpisu elektro-

nicznego, podpisu zaufanego lub podpisu osobistego. 

2.7. Zalecenia Zamawiającego odnośnie kwalifikowanego podpisu elektronicz-

nego: 

1) dokumenty sporządzone i przesyłane w formacie .pdf zaleca się podpisy-

wać kwalifikowanym podpisem elektronicznym w formacie PAdES; 

2) dokumenty sporządzone i przesyłane w formacie innym niż .pdf (np.: .doc, 

.docx, .xlsx, .xml) zaleca się podpisywać kwalifikowanym podpisem elek-

tronicznym w formacie XAdES; 

3) do składania kwalifikowanego podpisu elektronicznego zaleca się stoso-

wanie algorytmu SHA-2 (lub wyższego). 

2.8. Ilekroć w niniejszej SWZ jest mowa o: 

1) podpisie zaufanym – należy przez to rozumieć podpis, o którym mowa 

art. 3 pkt 14a ustawy z 17 lutego 2005 r. o informatyzacji działalności 

podmiotów realizujących zadania publiczne (t.j. Dz.U. z 2024r. poz. 

1557); 

2) podpisie osobistym – należy przez to rozumieć podpis, o którym mowa 

w art. z art. 2 ust. 1 pkt 9 ustawy z 6 sierpnia 2010 r. o dowodach 

osobistych (t.j. Dz.U. z 2022r. poz. 671). 

2.9. Jeżeli dokumenty elektroniczne, przekazywane przy użyciu środków komunika-

cji elektronicznej, zawierają informacje stanowiące tajemnicę przedsiębiorstwa 

w rozumieniu przepisów ustawy z dnia 16 kwietnia 1993 r. o zwalczaniu nieucz-

ciwej konkurencji wykonawca, w celu utrzymania w poufności tych informacji, 
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przekazuje je w wydzielonym i odpowiednio oznaczonym pliku, wraz z jedno-

czesnym zaznaczeniem w nazwie pliku „Dokument stanowiący tajemnicę przed-

siębiorstwa”. 

2.10. Do oferty należy dołączyć oświadczenie o niepodleganiu wykluczeniu, w zakre-

sie wskazanym w Rozdziale VII SWZ, w formie elektronicznej lub w postaci 

elektronicznej opatrzonej podpisem zaufanym lub podpisem osobistym.  

2.11. We wszelkiej korespondencji związanej z niniejszym postępowaniem Zama-

wiający i Wykonawcy posługują się numerem ogłoszenia (BZP) lub nume-

rem postępowania. 

XII. UDZIELANIE WYJAŚNIEŃ TREŚCI SWZ I ZMIANA SWZ 

1. Wykonawca może zwrócić się do Zamawiającego z wnioskiem o wyjaśnienie treści SWZ 

(art. 284 ust. 1 ustawy PZP). 

2. Zamawiający jest obowiązany udzielić wyjaśnień niezwłocznie, jednak nie później niż 

na 2 dni przed upływem terminu składania ofert - pod warunkiem, że wniosek o wy-

jaśnienie treści SWZ wpłynął do Zamawiającego nie później niż na 4 dni przed upły-

wem terminu składania ofert. 

3. Jeżeli wniosek o wyjaśnienie treści SWZ wpłynął po upływie terminu składania wniosku, 

o którym mowa w ust. 2, Zamawiający może udzielić wyjaśnień albo pozostawić wniosek 

bez rozpoznania. 

4. Przedłużenie terminu składania ofert NIE WPŁYWA na bieg terminu składania wnio-

sku, o którym mowa w pkt. 2. 

5. Treść zapytań wraz z wyjaśnieniami Zamawiający udostępnia, bez ujawniania źródła za-

pytania, na stronie internetowej prowadzonego postępowania 
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6. W przypadku rozbieżności pomiędzy treścią niniejszej SWZ, a treścią udzielonych wy-

jaśnień lub zmian SWZ, jako obowiązującą należy przyjąć treść pisma zawierającego 

późniejsze oświadczenie Zamawiającego. 

7. W uzasadnionych przypadkach Zamawiający może przed upływem terminu składania 

ofert zmienić treść SWZ. Dokonaną zmianę SWZ Zamawiający udostępni na stronie in-

ternetowej prowadzącego postępowania 

8. W przypadku, gdy zmiana treści SWZ jest istotna dla sporządzenia oferty lub wymaga 

od Wykonawców dodatkowego czasu na zapoznanie się ze zmianą treści SWZ i przygo-

towanie ofert, Zamawiający przedłuża termin składania ofert o czas niezbędny na ich 

przygotowanie. 

9. Jeżeli zmiana treści SWZ będzie prowadziła do zmiany treści ogłoszenia o zamówieniu, 

Zamawiający dokona zmiany treści ogłoszenia o zamówieniu w sposób przewidziany  

w art. 286 ust. 9 ustawy PZP. 

XIII. WYMAGANIA DOTYCZĄCE WADIUM 

Zamawiający nie wymaga wniesienia wadium. 

XIV. TERMIN ZWIĄZANIA OFERTĄ 

1. Wykonawca pozostaje związany ofertą do dnia 12.12.2025 roku.  

2. Bieg terminu związania ofertą rozpoczyna się wraz z upływem terminu składania 

ofert. 
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3. W przypadku, gdy wybór najkorzystniejszej oferty nie nastąpi przed upływem terminu 

związania ofertą określonego w SWZ, Zamawiający przed upływem terminu związania 

ofertą zwraca się jednokrotnie do Wykonawców o wyrażenie zgody na przedłużenie tego 

terminu o wskazany przez niego okres, nie dłuższy niż 30 dni  

4. Przedłużenie terminu związania ofertą, o którym mowa w pkt 3 wymaga złożenia przez 

Wykonawcę pisemnego oświadczenia o wyrażeniu zgody na przedłużenie terminu 

związania ofertą.  

XV. OPIS SPOSOBU PRZYGOTOWANIA OFERTY 

1. Oferta musi być sporządzona w języku polskim, w formatach danych określonych w 

przepisach wydanych na podstawie art. 18 ustawy z 17.02.2005 r. o informatyzacji dzia-

łalności podmiotów realizujących zadania publiczne, w szczególności w formatach: .txt, 

.rtf, .pdf, .doc, .docx, .odt  i opatrzona kwalifikowanym podpisem elektronicznym, 

podpisem zaufanym lub podpisem osobistym. Treść oferty musi być zgodna z wyma-

ganiami Zamawiającego określonymi w dokumentach zamówienia. 

2. Ofertę należy złożyć na formularzu oferty stanowiącym załącznik nr 2 do SWZ. W przy-

padku, gdy Wykonawca nie korzysta z przygotowanego przez Zamawiającego wzoru, w 

treści oferty należy zamieścić wszystkie informacje wymagane w Formularzu ofertowym. 

3. Wykonawca może złożyć tylko jedną ofertę i tylko do upływu terminu składania 

ofert.  

4. Oferta musi być złożona na pełny zakres przedmiotu zamówienia. Oferty nie zawierające 

pełnego zakresu przedmiotu zamówienia zostaną odrzucone. 

5. Wykonawca składa ofertę, pod rygorem nieważności, w formie elektronicznej (tj. w 

postaci elektronicznej opatrzonej kwalifikowanym podpisem elektronicznym) lub w 
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postaci elektronicznej opatrzonej podpisem zaufanym lub podpisem osobistym, 

przez osobę lub osoby upoważnione. 

6. Oferta powinna być podpisana przez osobę upoważnioną/osoby upoważnione do re-

prezentowania Wykonawcy. 

7. W celu potwierdzenia, że osoba działająca w imieniu Wykonawcy jest umocowana do 

jego reprezentowania, zamawiający żąda od Wykonawcy odpisu z KRS lub informa-

cji z CEiDG lub innego właściwego rejestru. Wykonawca nie jest zobowiązany do zło-

żenia tych dokumentów, jeżeli Zamawiający może je uzyskać za pomocą bezpłatnych i 

ogólnodostępnych baz danych, o ile Wykonawca dostarczył dane umożliwiające dostęp 

do tych dokumentów. 

8. Jeżeli w imieniu Wykonawcy działa osoba, której umocowanie do jego reprezentowania 

nie wynika z dokumentów rejestrowych (KRS, CEiDG lub innego właściwego rejestru), 

Wykonawca dołącza do oferty pełnomocnictwo lub inny dokument potwierdzający umo-

cowanie do reprezentowania Wykonawcy. Zdanie pierwsze stosuje się odpowiednio do 

osoby działającej w imieniu Wykonawców wspólnie ubiegających się o udzielenie zamó-

wienia. 

9. Postanowienia pkt. 8 i 9 stosuje się odpowiednio do osoby działającej w imieniu pod-

miotu udostępniającego zasoby na zasadach określonych w art. 118 PZP. 

10. Jeżeli wraz z ofertą składane są dokumenty zawierające tajemnicę przedsiębiorstwa Wy-

konawca, w celu utrzymania w poufności tych informacji, przekazuje je w wydzielonym 

i odpowiednio oznaczonym pliku, wraz z jednoczesnym zaznaczeniem w nazwie pliku 

„Dokument stanowiący tajemnicę przedsiębiorstwa”. 

11. Wykonawca zobowiązany jest wraz z przekazaniem informacji zastrzeżonych jako ta-

jemnica przedsiębiorstwa wykazać spełnienie przesłanek uzasadniających takie zastrze-

żenie. Zastrzeżenie przez Wykonawcę tajemnicy przedsiębiorstwa bez uzasadnienia bę-

dzie traktowane przez Zamawiającego jako bezskuteczne ze względu na zaniechanie 
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przez Wykonawcę podjęcia, przy dołożeniu należytej staranności, działań w celu utrzy-

mania poufności objętych klauzulą informacji zgodnie z art. 18 ust. 3 PZP 

12. Formularz ofertowy podpisuje się kwalifikowanym podpisem elektronicznym, pod-

pisem zaufanym lub podpisem osobistym. Rekomendowanym wariantem podpisu jest 

typ wewnętrzny. Podpis formularza ofertowego wariantem podpisu w typie zewnętrznym 

również jest możliwy.  

13. Pozostałe dokumenty wchodzące w skład oferty lub składane wraz z ofertą, które są 

zgodne z ustawą PZP lub rozporządzeniem Prezesa Rady Ministrów w sprawie wymagań 

dla dokumentów elektronicznych opatrzone kwalifikowanym podpisem elektronicz-

nym, podpisem zaufanym lub podpisem osobistym, mogą być, zgodnie z wyborem 

Wykonawcy/Wykonawcy wspólnie ubiegającego się o udzielenie zamówienia/podmiotu 

udostępniającego zasoby, opatrzone podpisem typu zewnętrznego lub wewnętrznego.  

14. W przypadku przekazywania dokumentu elektronicznego w formacie poddającym dane 

kompresji, opatrzenie pliku zawierającego skompresowane dokumenty kwalifikowanym 

podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym, jest równo-

znaczne z opatrzeniem wszystkich dokumentów zawartych w tym pliku odpowiednio 

kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobi-

stym 

15. Wraz z ofertą muszą zostać złożone: 

15.1. Oświadczenie Wykonawcy o spełnieniu warunków udziału w postępowaniu 

oraz niepodleganiu wykluczeniu z postępowania aktualne na dzień składania 

ofert – załącznik nr 3 do SWZ. 

Oświadczenie składa się, pod rygorem nieważności, w formie elektronicznej 

(tj. w postaci elektronicznej opatrzonej kwalifikowanym podpisem elektro-

nicznym) lub w postaci elektronicznej opatrzonej podpisem zaufanym lub 

podpisem osobistym. Oświadczenie stanowi dowód potwierdzający brak pod-

staw wykluczenia oraz spełnianie warunków udziału w postępowaniu na dzień 
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składania ofert, tymczasowo zastępujący wymagane przez Zamawiającego pod-

miotowe środki dowodowe. Postanowienie ust. 1 stosuje się odpowiednio do 

oświadczenia, o którym mowa w art. 125 ust. 1 PZP. 

W przypadku wspólnego ubiegania się o zamówienie przez Wykonawców, 

oświadczenie, o którym mowa w ust. 3, składa każdy z Wykonawców. Oświad-

czenia te potwierdzają brak podstaw wykluczenia oraz spełnianie warunków 

udziału w postępowaniu w zakresie, w jakim każdy z wykonawców wykazuje 

spełnianie warunków udziału w postępowaniu. 

15.2. Zobowiązanie podmiotu trzeciego – załącznik nr 4 do SWZ (jeżeli dotyczy); 

15.3. Oświadczenie podmiotu trzeciego – załącznik nr 5 do SWZ (jeżeli dotyczy); 

W przypadku polegania przez Wykonawcę na zdolnościach lub sytuacji podmio-

tów udostępniających zasoby, wykonawca przedstawia, wraz z oświadczeniem, 

o którym mowa w pkt. 16.1, także oświadczenie podmiotu udostępniającego za-

soby (sporządzone według załącznika nr 5 do SWZ), potwierdzające brak pod-

staw wykluczenia tego podmiotu oraz odpowiednio spełnianie warunków 

udziału w postępowaniu, w zakresie, w jakim wykonawca powołuje się na jego 

zasoby 

15.4. Oświadczenie wykonawców wspólnie ubiegających się o udzielenie zamó-

wienia składane na podstawie art. 117 ust. 4 ustawy PZP, z którego wynika, 

które części zamówienia wykonają poszczególny wykonawcy według załącz-

nika nr 6 do SWZ – jeżeli dotyczy 

15.5. Pełnomocnictwo do złożenia oferty i pełnomocnictwo dla pełnomocnika do re-

prezentowania Wykonawców wspólnie ubiegających się o udzielenie zamówie-

nia musi być złożone w oryginale w takiej samej formie, jak składana oferta (t.j. 

w formie elektronicznej lub postaci elektronicznej opatrzonej podpisem zaufa-

nym lub podpisem osobistym).  
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Dopuszcza się także złożenie elektronicznej kopii (skanu) pełnomocnictwa spo-

rządzonego uprzednio w formie pisemnej, w formie elektronicznego poświad-

czenia sporządzonego stosownie do art. 97 ust. 2 ustawy z dnia 14 lutego 1991 

r. - Prawo o notariacie, które to poświadczenie notariusz opatruje kwalifikowa-

nym podpisem elektronicznym, bądź też poprzez opatrzenie skanu pełnomoc-

nictwa sporządzonego uprzednio w formie pisemnej kwalifikowanym podpisem, 

podpisem zaufanym lub podpisem osobistym mocodawcy. Elektroniczna kopia 

pełnomocnictwa NIE MOŻE być uwierzytelniona przez upełnomocnionego. 

16. Jeżeli któryś z wymaganych dokumentów składanych przez Wykonawcę jest sporzą-

dzony w języku obcym, dokument taki należy złożyć wraz z tłumaczeniem na język 

polski. 

17. Oferta może być złożona tylko do upływu terminu składania ofert. Decyduje data 

oraz dokładny czas (HH:MM:SS) generowany wg czasu lokalnego serwera synchronizo-

wanego zegarem Głównego Urzędu Miar. 

18. Wykonawca przed upływem terminu do składania ofert może wycofać ofertę za pośred-

nictwem platformy zakupowej w następujący sposób: 

18.1. Wykonawca może przed upływem terminu składania ofert wycofać ofertę za po-

średnictwem Formularza składania oferty. Jeśli Wykonawca składający ofertę 

jest zautoryzowany (zalogowany), to wycofanie oferty następuje od razu po zło-

żeniu nowej oferty. 

18.2. Jeżeli oferta składana jest przez niezautoryzowanego Wykonawcę (niezalogo-

wany lub nieposiadający konta) to wycofanie oferty musi być przez niego po-

twierdzone przez: 

1) kliknięcie w link wysłany w wiadomości e-mail, który musi być zgodny 

z adres e-mail podanym podczas pierwotnego składania oferty; 
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2) zalogowanie i kliknięcie w przycisk Potwierdź ofertę. Potwierdzeniem 

wycofania oferty w przypadku jest data potwierdzenia akcji przez klik-

nięcie w przycisk Wycofaj ofertę. Wycofanie złożonej oferty powoduje, 

że Zamawiający nie będzie miał możliwości zapoznania się z nią po 

upływie terminu zakończenia składania ofert w postępowaniu 

19. Wykonawca po upływie terminu do składania ofert nie może skutecznie dokonać 

zmiany ani wycofać złożonej oferty. 

20. Wykonawca ponosi wszelkie koszty związane z udziałem w postępowaniu, w tym przy-

gotowaniem i złożeniem oferty. 

21. Zamawiający nie ponosi odpowiedzialności za nieprawidłowe lub nieterminowe złożenie 

oferty, w szczególności Zamawiający nie odpowiada za ujawnienie przez Wykonawcę 

treści swojej oferty przed upływem terminu składania i otwarcia ofert, poprzez złożenie 

jej w formie pliku niezaszyfrowanego, w niewłaściwej zakładce (np. jako treść pytań lub 

odwołanie). Nieprawidłowe złożenie oferty przez Wykonawcę nie stanowi podstawy żą-

dania unieważnienia postępowania. Zaleca się, aby założyć profil Wykonawcy i rozpo-

cząć składanie oferty z odpowiednim wyprzedzeniem. 

XVI. MIEJSCE ORAZ TERMIN SKŁADANIA OFERT 

1. Wykonawca składa ofertę za pomocą Platformy zakupowej dostępnej pod adresem: 
https://miastkowkoscielny.ezamawiajacy.pl/servlet/HomeServlet 

2. Termin składania ofert: do dnia 14.11.2025 r., godz. 12:00. 

3. Zamawiający odrzuci ofertę złożoną po terminie składania ofert. 

4. Wykonawca może przed upływem terminu do składania ofert wycofać ofertę zgodnie z 

zapisami Rozdziału XV pkt. 19 niniejszej SWZ. 
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5. Wykonawca po upływie terminu do składania ofert nie może skutecznie dokonać 

zmiany ani wycofać złożonej oferty. 

XVII. TERMIN OTWARCIA OFERT 

1. Otwarcie ofert nastąpi w dniu: 14.11.2025 roku o godzinie 12:10. 

2. Zamawiający, najpóźniej przed otwarciem ofert, udostępni na stronie internetowej pro-

wadzonego postępowania informację o kwocie, jaką zamierza przeznaczyć na sfinanso-

wanie zamówienia. 

3. Zamawiający, niezwłocznie po otwarciu ofert, udostępni na stronie internetowej prowa-

dzonego postępowania informacje o: 

3.1. nazwach albo imionach i nazwiskach oraz siedzibach lub miejscach prowadzo-

nej działalności gospodarczej albo miejscach zamieszkania wykonawców, któ-

rych oferty zostały otwarte; 

3.2. cenach lub kosztach zawartych w ofertach. 

4. W przypadku wystąpienia awarii systemu teleinformatycznego, która spowoduje brak 

możliwości otwarcia ofert w terminie określonym przez Zamawiającego, otwarcie ofert 

nastąpi niezwłocznie po usunięciu awarii. 

5. Zamawiający poinformuje o zmianie terminu otwarcia ofert na stronie internetowej pro-

wadzonego postępowania. 
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XVIII. OPIS SPOSOBU OBLICZANIA CENY 

1. W formularzu ofertowym Wykonawca zobowiązany jest podać cenę za wykonanie ca-

łego przedmiotu zamówienia w złotych polskich (PLN), z dokładnością do 1 grosza, 

tj. do dwóch miejsc po przecinku. 

2. Wykonawca zobowiązany jest także zawrzeć w formularzu ofertowym ceny jednostkowe 

za realizację przedmiotu zamówienia wg tabeli tam znajdującej się 

3. W cenie należy uwzględnić wszystkie wymagania określone w niniejszej SWZ oraz 

wszelkie koszty, jakie poniesie Wykonawca z tytułu należytej oraz zgodnej z obowiązu-

jącymi przepisami realizacji przedmiotu zamówienia, a także wszystkie potencjalne ry-

zyka ekonomiczne, jakie mogą wystąpić przy realizacji przedmiotu zamówienia. 

4. Rozliczenia między Zamawiającym a Wykonawcą prowadzone będą w złotych polskich 

z dokładnością do dwóch miejsc po przecinku. 

5. Wykonawca zobowiązany jest zastosować stawkę VAT zgodnie z obowiązującymi prze-

pisami ustawy z 11 marca 2004 r. o  podatku od towarów i usług. 

6. Jeżeli złożona zostanie oferta, której wybór prowadziłby do powstania u Zamawiającego 

obowiązku podatkowego zgodnie z ustawą z 11 marca 2004 r. o podatku od towarów i 

usług, dla celów zastosowania kryterium ceny Zamawiający doliczy do przedstawionej 

w tej ofercie ceny kwotę podatku od towarów i usług, którą miałby obowiązek rozliczyć. 

7. Wykonawca składając ofertę zobowiązany jest: 

7.1. poinformować Zamawiającego, że wybór jego oferty będzie prowadził do po-

wstania u Zamawiającego obowiązku podatkowego; 

7.2. wskazać nazwę (rodzaj) towaru lub usługi, których dostawa lub świadczenie 

będą prowadziły do powstania obowiązku podatkowego; 
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7.3. wskazać wartości towaru lub usługi objętego obowiązkiem podatkowym Zama-

wiającego, bez kwoty podatku; 

7.4. wskazać stawkę podatku od towarów i usług, która zgodnie z wiedzą Wyko-

nawcy, będzie miała zastosowanie. 

8. Jeżeli ofertę złoży osoba fizyczna (nieprowadząca działalności gospodarczej), której wy-

bór prowadziłby do powstania u zamawiającego obowiązku odprowadzenia należytych 

składek z tytułu ubezpieczenia społecznego oraz składek na ubezpieczenie zdrowotne 

oraz innych obciążeń podatkowych, wykonawca zobowiązany jest w cenie oferty 

uwzględnić wszystkie w/w obciążenia. 

9. Podmiot zagraniczny w formularzu cenowym wpisuje tylko cenę netto. 

XIX. OPIS KRYTERIÓW OCENY OFERT WRAZ Z PODANIEM 

WAG TYCH KRYTERIÓW I SPOSOBU OCENY OFERT 

1. Zamawiający będzie oceniał oferty według poniższych kryteriów oceny ofert.  

Nr. Nazwa kryterium Waga 

1 Cena 60 % 

2 Okres gwarancji na zaoferowaną 1 szt. Serwera 40 % 

1.1. Punkty będą liczone według następujących wzorów: 

1) Kryterium „CENA” będzie oceniane następująco: 

Wzór 

Cena: 
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Cn 
P1 = ------------------ x 100 x 60 % 

Cb 

gdzie: 

- P1 – ilość punktów w kryterium 1 – cena; 

- Cn - najniższa cena spośród wszystkich ofert; 

- Cb -  cena podana w badanej ofercie; 

- 100 – wskaźnik stały 

- 60 % - procentowe znaczenie kryterium ceny 

W tym kryterium można uzyskać maksymalnie 60 punktów. 

2) Kryterium „OKRES GWARANCJI NA ZAOFEROWANY 1 SZT. 

SERWERA” - oceniane będzie następująco: 

Okres gwarancji na zaoferowany SERWER Liczba przyznanych punktów -  P2 

60 miesięcy 40 pkt 

48 miesięcy 20 pkt 

36 miesięcy 0 pkt 

Kryterium będzie rozpatrywane na podstawie zaoferowanej przez wykonawcę długości 
okresu gwarancji na zaoferowany 1 szt. SERWERA. 

Wykonawca okres gwarancji na zaoferowany 1szt. SERWERA.  

Informacje dotyczące kryterium oceny ofert wykonawca zamieszcza w Załączniku nr 2 do 
SWZ – formularzu ofertowym. 

W tym kryterium można uzyskać maksymalnie 40 punktów 

 

1.2. Łączna liczba punktów liczona = liczba punktów w kryterium P1 + P2. 
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2. Ocena punktowa będzie dotyczyć wyłącznie ofert uznanych za ważne i niepodlegają-

cych odrzuceniu. Punkty będą liczone z dokładnością do dwóch miejsc po przecinku. 

3. Maksymalna liczba punktów do zdobycia wynosi 100 pkt. 

4. Za najkorzystniejszą zostanie uznana oferta, która uzyska największą ilość punk-

tów. Pozostałe oferty zostaną sklasyfikowane zgodnie z ilością uzyskanych punktów. Za-

mawiający udzieli zamówienia Wykonawcy, którego oferta zostanie uznana za najko-

rzystniejszą. Zamawiający dokona wyboru najkorzystniejszej oferty spośród niepodlega-

jących odrzuceniu ofert.  

5. W toku badania i oceny ofert Zamawiający może żądać od Wykonawców wyjaśnień 

dotyczących treści złożonych ofert.  

6. Zamawiający poprawi w ofercie: 

6.1. Oczywiste omyłki pisarskie, 

6.2. Oczywiste omyłki rachunkowe, z uwzględnieniem konsekwencji rachunkowych 

dokonanych poprawek, 

6.3. inne omyłki polegające na niezgodności oferty z dokumentami zamówienia, nie-

powodujące istotnych zmian w treści oferty 

- niezwłocznie zawiadamiając o tym Wykonawcę, którego oferta została popra-

wiona 

7. Jeżeli zaoferowana cena, lub jej istotne części składowe, wydają się rażąco niskie w 

stosunku do przedmiotu zamówienia lub budzą wątpliwości Zamawiającego co do 

możliwości wykonania przedmiotu zamówienia zgodnie z wymaganiami określonymi 

w dokumentach zamówienia lub wynikającymi z odrębnych przepisów, Zamawiający 

zażąda od Wykonawcy wyjaśnień, w tym złożenia dowodów w zakresie wyliczenia 

ceny, lub jej istotnych części składowych. Wyjaśnienia mogą dotyczyć zagadnień wska-

zanych w art. 224 ust. 3 ustawy PZP. 



 

 

 

Projekt „Cyberbezpieczna Gmina Miastków Kościelny” dofinansowany w ramach programu grantowego „Cyberbez-

pieczny Samorząd” z Funduszy Europejskich na Rozwój Cyfrowy 2021-2027 (FERC) Priorytet II: Zaawansowane 

usługi cyfrowe, Działanie 2.2. – Wzmocnienie krajowego systemu cyberbezpieczeństwa. 

 

 

 

47 | S t r o n a  

8. Obowiązek wykazania, że oferta nie zawiera rażąco niskiej ceny spoczywa na Wyko-

nawcy. 

9. Zamawiający odrzuci ofertę Wykonawcy, który nie złożył wyjaśnień lub jeżeli doko-

nana ocena wyjaśnień wraz z dostarczonymi dowodami potwierdzi, że oferta zawiera ra-

żąco niską cenę w stosunku do przedmiotu zamówienia. 

10. Zamawiający odrzuci ofertę Wykonawcy, który nie udzielił wyjaśnień w wyznaczo-

nym terminie, lub jeżeli złożone wyjaśnienia wraz z dowodami nie uzasadniają rażąco 

niskiej ceny tej oferty. 

XX. UDZIELENIE ZAMÓWIENIA 

1. Zamawiający udzieli zamówienia Wykonawcy, którego oferta odpowiada wszystkim wy-

maganiom określonym w niniejszej SWZ i została oceniona jako najkorzystniejsza w 

oparciu o podane w niej kryteria oceny ofert. 

2. Niezwłocznie po wyborze najkorzystniejszej oferty Zamawiający poinformuje równocze-

śnie Wykonawców, którzy złożyli oferty, przekazując im informacje, o których mowa w 

art. 253 ust. 1 ustawy PZP oraz udostępni je na stronie internetowej prowadzonego po-

stępowania. 

3. Jeżeli Wykonawca, którego oferta została wybrana jako najkorzystniejsza, uchyla się od 

zawarcia umowy w sprawie zamówienia publicznego lub nie wnosi wymaganego zabez-

pieczenia należytego wykonania umowy, Zamawiający może dokonać ponownego bada-

nia i oceny ofert, spośród ofert pozostałych w postępowaniu Wykonawców albo unie-

ważnić postępowanie. 
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XXI. INFORMACJE O FORMALNOŚCIACH, JAKIE POWINNY 

ZOSTAĆ DOPEŁNIONE PO WYBORZE OFERTY W CELU 

ZAWARCIA UMOWY W SPRAWIE ZAMÓWIENIA PUBLICZ-

NEGO 

1. Zamawiający zawrze umowę w sprawie zamówienia publicznego, w terminie i na zasa-

dach określonych w art. 308 ust. 2 i 3 ustawy PZP. 

2. Zamawiający poinformuje Wykonawcę, któremu zostanie udzielone zamówienie, o miej-

scu i terminie zawarcia umowy. 

3. Przed zawarciem umowy Wykonawca, na wezwanie Zamawiającego, zobowiązany jest 

do podania wszelkich informacji niezbędnych do wypełnienia treści umowy. 

4. W przypadku wyboru oferty Wykonawców wspólnie ubiegających się o udzielenie za-

mówienia, Wykonawcy ci, na wezwanie Zamawiającego, zobowiązani będą przed za-

warciem umowy w sprawie zamówienia publicznego przedłożyć kopię umowy regulują-

cej współpracę tych Wykonawców. 

5. Jeżeli Wykonawca nie dopełni ww. formalności w wyznaczonym terminie, Zamawiający 

uzna, że zawarcie umowy w sprawie zamówienia publicznego stało się niemożliwe z 

przyczyn leżących po stronie Wykonawcy. 

6. Wykonawca, którego oferta zostanie uznana za najkorzystniejszą przed podpisaniem 

umowy zobowiązany jest do przedłożenia także: 

6.1. Pełnomocnictwa do zawarcia umowy, jeżeli nie wynika ono z treści oferty; 

6.2. Umowy regulującej współpracę – w przypadku złożenia oferty przez wyko-

nawców wspólnie ubiegających się o zamówienie (jeśli dotyczy); 
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XXII. WYMAGANIA DOTYCZĄCE ZABEZPIECZENIA NALEŻY-

TEGO WYKONANIA UMOWY 

W niniejszym postepowaniu wniesienie zabezpieczenia należytego wykonania umowy nie jest 
wymagane. 

XXIII. PROJEKTOWANE POSTANOWIENIA UMOWY W SPRAWIE 

ZAMÓWIENIA PUBLICZNEGO, KTÓRE ZOSTANĄ WPRO-

WADZONE DO TREŚCI TEJ UMOWY 

1. Wzór umowy dla zadania  – załącznik nr 9 do SWZ 

2. Umowa w sprawie zamówienia publicznego zostanie zawarta ściśle według postanowień 

określonych we wzorze umowy - w miejscu i terminie wyznaczonym przez Zamawia-

jącego. 

3. Zgodnie z przepisami ustawy z dnia 11 września 2019 roku – Prawo Zamówień Pu-

blicznych [Dz. U. z 2024 roku, poz. 1320]: 

3.1. Umowa zostanie zawarta w formie pisemnej. 

3.2. Do umowy mają zastosowanie przepisy ustawy z dnia 23 kwietnia 1964 r. Ko-

deks cywilny o ile przepisy ustawy – Prawo Zamówień Publicznych nie sta-

nowią inaczej. 

3.3. Umowa jest jawna i podlega udostępnieniu na zasadach określonych w przepi-

sach o dostępie do informacji publicznej. 

3.4. Zamawiający dopuszcza możliwość dokonania zmiany treści umowy zgodnie z 

postanowieniami wzoru umowy  
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4. Zamawiający zastrzega sobie możliwość ponownego, jednokrotnego wezwania Wyko-

nawcy, którego oferta uznana została za najkorzystniejszą, do podpisania umowy w sie-

dzibie Zamawiającego, wyznaczając mu w tym celu odpowiedni termin.  

5. Niestawienie się Wykonawcy, którego oferta uznana została za najkorzystniejszą, do pod-

pisania umowy po ponownym jego wezwaniu Zamawiający potraktuje jako odmowę 

podpisania umowy w sprawie zamówienia publicznego, 

XXIV.  ŚRODKI OCHRONY PRAWNEJ 

Wykonawcom, a także innemu podmiotowi, jeżeli ma lub miał interes w uzyskaniu zamówienia 

oraz poniósł lub może ponieść szkodę w wyniku naruszenia przez zamawiającego przepisów 

ustawy PZP, przysługują środki ochrony prawnej na zasadach przewidzianych w art. 505 – 590 

ustawy PZP. 

XXV. KLAZULA INFORMACYJNA RODO 

Zgodnie z art. 13 ust. 1 i 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) 

2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z prze-

twarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz 

uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) [Dz. Urz. UE 

L 119 z 04.05.2016, str. 1], dalej „RODO”, informuję, że:  

1. Administratorem Pani/Pana danych osobowych przetwarzanych w ramach niniejszego 

postępowania o udzielenie zamówienia publicznego prowadzonego w trybie podstawo-

wym jest Wójt Gminy Miastków Kościelny - dalej „Administratorem”. 
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2. Jeśli ma Pani/Pan pytania dotyczące sposobu i zakresu przetwarzania Pani/Pana danych 

osobowych w związku z udzieleniem lub wykonywaniem zamówienia publicznego, a 

także przysługujących Pani/Panu uprawnień, może się Pani/Pan skontaktować się z In-

spektorem Ochrony Danych za pomocą adresu e-mail: inspektor@cbi24.pl 

3. Pani/Pana dane osobowe przetwarzane są w celu wypełnienia obowiązków prawnych 

ciążących na Administratorze w związku z udzieleniem zamówienia publicznego w wy-

branym przez Administratora trybie postępowania tj. na podstawie art. 6 ust. 1 lit. c 

RODO. 

4. W związku z przetwarzaniem danych w celach o których mowa w pkt 3 odbiorcami 

Pani/Pana danych osobowych mogą być: 

4.1. osoby lub podmioty, którym udostępniona zostanie dokumentacja postępowania 

w oparciu przepisy ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych 

oraz ustawy z dnia 11 września 2019 roku – Prawo Zamówień Publicznych– 

dalej PZP. 

4.2. inne podmioty, które na podstawie stosownych umów podpisanych z Gminą 

przetwarzają dane osobowe dla których Administratorem jest  Wójt Gminy 

Miastków Kościelny. 

5. Pani/Pana dane osobowe będą przechowywane przez okres 4 lat od dnia zakończenia 

postępowania o udzielenie zamówienia, a jeżeli czas trwania umowy przekracza 4 lata, 

okres przechowywania obejmuje cały czas trwania umowy, a po tym czasie przez okres 

w zakresie wymaganym przez przepisy powszechnie obowiązującego prawa, tj. prze-

pisy ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach oraz 

aktach wykonawczych do tej ustawy. 

6. Obowiązek podania przez Panią/Pana danych osobowych bezpośrednio Pani/Pana do-

tyczących jest wymogiem ustawowym określonym w przepisach ustawy PZP, związa-

nym z udziałem w postępowaniu o udzielenie zamówienia publicznego; konsekwencje 

niepodania określonych danych wynikają z ustawy PZP;   
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7. W przypadku przeprowadzenia postępowania o zamówienie publiczne z wyłączeniem 

stosowania wymogów określonych w ustawie PZP, nie podanie przez Panią/ Pana da-

nych osobowych wyłącza możliwość wzięcia udziału w tym postępowaniu oraz zawar-

cia umowy.  

8. W związku z przetwarzaniem Pani/Pana danych osobowych przysługują Pani/Panu na-

stępujące uprawnienia:  

8.1. prawo dostępu do danych osobowych, w tym prawo do uzyskania kopii tych 

danych; 

8.2. prawo do żądania sprostowania (poprawiania) danych osobowych – w przy-

padku, gdy dane są nieprawidłowe lub niekompletne; 

8.3. prawo do żądania ograniczenia przetwarzania danych osobowych – w przy-

padku, gdy: 

8.3.1. osoba, której dane dotyczą kwestionuje prawidłowość danych oso-

bowych, 

8.3.2. przetwarzanie danych jest niezgodne z prawem, a osoba, której dane 

dotyczą, sprzeciwia się usunięciu danych, żądając w zamian ich 

ograniczenia, 

8.3.3. Administrator nie potrzebuje już danych dla swoich celów, ale 

osoba, której dane dotyczą, potrzebuje ich do ustalenia, obrony lub 

dochodzenia roszczeń, 

8.3.4. osoba, której dane dotyczą, wniosła sprzeciw wobec przetwarzania 

danych, do czasu ustalenia czy prawnie uzasadnione podstawy po 

stronie administratora są nadrzędne wobec podstawy sprzeciwu; 

8.3.5. przetwarzanie odbywa się w sposób zautomatyzowany. 

9. Nie przysługuje Pani/Panu: 
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9.1. w związku z art. 17 ust. 3 lit. b, d lub e RODO prawo do usunięcia danych oso-

bowych; 

9.2. prawo do przenoszenia danych osobowych, o którym mowa w art. 20 RODO; 

9.3. na podstawie art. 21 RODO prawo sprzeciwu, wobec przetwarzania danych oso-

bowych, gdyż podstawą prawną przetwarzania Pani/Pana danych osobowych 

jest art. 6 ust. 1 lit. c RODO.  

10. W przypadku powzięcia informacji o niezgodnym z prawem przetwarzaniu w Gminie 

Pani/Pana danych osobowych, przysługuje Pani/Panu prawo wniesienia skargi do or-

ganu nadzorczego właściwego w sprawach ochrony danych osobowych.  

11. W sytuacji, gdy przetwarzanie danych osobowych odbywa się na podstawie zgody 

osoby, której dane dotyczą, podanie przez Panią/Pana danych osobowych Administra-

torowi ma charakter dobrowolny. 

12. Pani/Pana dane nie będą przetwarzane w sposób zautomatyzowany i nie będą profilo-

wane. 


